
SECURITY TERMINATION STATEMENT
 (See excerpt of Title 18 on reverse)

(Check one)

In view of my:

cancellation of security clearance and assignment to a nonsensitive position;

cancellation of security clearance but assignment to an otherwise sensitive position

cancellation of Emergency Preparedness security clearance;

absence from GSA for 60 calendar days or more;

termination of employment with GSA, I hereby state that:

1. I do not now have in my possession, custody, or control any document or other things containing or 
incorporating national security information classified Top Secret, Secret, or Confidential.

2. I am not retraining  or taking away with me from my place of employment or assignment any 
document or other things containing or incorporating national security information classified Top Secret, 
Secret, or Confidential.

3. I shall not hereafter in any manner reveal or divulge to an unauthorized person, office, or organization national  security 
information classified Top Secret, Secret, or Confidential, of which I have gained knowledge during my employment or 
assignment, except as may be authorized by officials of the Government empowered to grant such authority. (If any of the 
above statements cannot truthfully be made, the work "not" shall be struck out of the appropriate sentence and full statement 
attached indicating in detail the circumstances which prevent the making of the statement in its original form, including the 
names of the persons authorizing the particular handling of classified matter.)

4. I shall report without  delay to the GSA Security Officer, or the Federal Bureau of Investigation, any attempt made by an 
authorized person to solicit national security information.

5. I have read and am familiar with the penal provisions of the Espionage Laws, Title 18, USC, Section 793 and794. I 
understand that one who unlawfully divulges national security information is subject to severe criminal penalties and that the 
making of a false statement herein may be punished as a felony under Title 18, USC, Section 1001. With this understanding, I 
state that the information I have given is to the best of my knowledge and belief, correct and complete, and it will be used by 
the Government in carrying out its duty to protect national security information.

have not been orally debriefed in regard to my continuing responsibility not to disclose national security 
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Section 793. Gathering, transmitting or losing Defense Information. 
  

(a) Whoever, for the purpose of obtaining information respecting 
the national defense, with intent or reason to believe that the 
information is to be sed to the injury of the United States, or to the 
advantage of any foreign nation, goes upon, enters, files over, or 
otherwise obtains information concerning any vessel, aircraft, work 
of defense, navy yard, naval station, submarine bas , fueling station, 
fort, battery, torpedo station, dockyard, canal, railroad arsenal, 
camp, factory, mine, telegraph, telephone, wireless, or signal 
station, building, office, research laboratory, or station or other place 
connected with the national defense owned or constructed, or in 
progress of construction by the United States or under the control of 
the United States, or of any of its officers, departments, or agencies, 
or any place in which any vessel, aircraft, arms, munitions, or other 
materials or instruments for use in time of war are being made, 
prepared, repaired, stored, or are the subject of research or 
development, under any contract or agreement with the United 
States, or any department or agency thereof, or with any person on 
behalf of the United States, or otherwise on the behalf of the United 
States, or any prohibited place so designated by the President by 
proclamation in the time of war or in case of national emergency in 
which anything for the use of the Army, Navy, or Air Force is being 
prepared or constructed or stored, information as to which prohibited 
place the President has determined would be prejudicial to the 
national defense; or 
  

(b) Whoever, for the purpose aforesaid, and with like intent or 
reason to believe, copies, takes, makes, or obtains, or attempts to 
copy, take make or obtain, any sketch, photograph, photographic 
negative, blueprint, plan, map, model, instrument,appliance, 
document, writing, or note of anything connected with the national 
defense; or 
  

(c) Whoever, for the purpose aforesaid, receives or obtains or 
agrees or attempts to receive or obtain from any person or from any 
source whatever, any document, writing, code book, signal book, 
sketch, photograph, photographic negative, blueprint, plant, map, 
model, instrument, appliance, or note, of anything connected with 
the national defense, knowing or having reason to believe at the 
time he receives or obtains, or agrees or attempts to receive or 
obtain it, that it has been or will be obtained, taken, made, or 
disposed of by any person contrary to the provisions of this chapter; 
or 
  

(d) Whoever, lawfully having possession of, access to, control 
over, or being entrusted with any document, writing, code book, 
signal book, sketch, photograph, photographic negative, blueprint, 
plan, map, model, instrument appliance, or note relating to the 
national defense, or information relating to the national defense 
which information the possessor has reason to believe could be 
used to the injury of the United States or to the advantage of any 
foreign nation, willfully communicates, delivers, transmits or causes 
to be communicated, delivered, or transmitted, or attempts to 
communicate, deliver, transmit or cause to be delivered, or 
transmitted the same to any person not entitled to receive it, or 
willfully retains the same and fails to deliver it on demand to the 
officer or employee of the United States entitled to receive it; or 
  

(e) Whoever having unauthorized possession of, access to, or 
control over any document, writing, code book, signal book, sketch, 
photograph, photographic negative, blueprint, plan, map, model, 
instrument, appliance, or none relating to the national defense, or 
information relating to the national defense which information the 
possessor has reason to believe could be used to the injury of the 
United States or to the advantage of any foreign nation, willfully 
communicates, delivers, transmits or causes to be communicated, 
delivered, or transmitted, or 

attempts to communicate, deliver, transmit or cause to be 
communicated, delivered or transmitted the same to any person not 
entitle to receive it, or willfully retains the same and fails to deliver it 
to the officer or employee of the United States entitled to receive it; 
or 
  

(f) Whoever, being entrusted with or having lawful possession or 
control of any document, writing, code book, signal book, sketch, 
photograph, photographic negative, blueprint, plan, map, model, 
instrument, appliance, note, or information, relating to the national 
defense, (1) through gross negligence permits the same has been 
illegally removed from its proper place of custody or delivered to 
anyone in violation of his trust; or lost, or stolen, abstracted, or 
destroyed, and fails to make prompt report of such loss, theft, 
abstraction, or destruction to his superior officer; - 
  

shall be fined not more than $10,000 or imprisoned not more 
than ten years, or both. 
  

(g) If two or more persons conspire to violate any of the 
foregoing provisions of this section, and one or more of such 
persons do any act to effect the object of the conspiracy, each of the 
parties to such conspiracy shall be subject to the punishment 
provided for the offense which is the object of such conspiracy. 
  
Section 794. Gathering or delivering Defense Information to  

     Aid Government. 
  

(a) Whoever, with intent or reason to believe that it is to be used 
to the injury of the United States or to the advantage of a foreign 
nation, communications, delivers, or transmits, or attempts to 
communicate, deliver, or transmit, to any foreign government, or to 
any faction or party or military or naval force within a foreign country, 
weather recognized or unrecognized by the United states, or to any 
representative, officer, agent employee, subject, or citizen thereof, 
ether directly or indirectly any document, writing, code book, signal 
book, sketch, photograph, photographic negative, blueprint, plan, 
map, model, note instrument, appliance, or information relating to 
the national defense, shall be punished by death or by imprisonment 
for any term of years or for life. 
  

(b) Whoever, in time of war, with intent that the same shall be 
communicated to the enemy, collects, records, publishes, or 
communicates, or attempts to elicit any information with respect to 
the movement, numbers, description, condition, or disposition of any 
of the armed forces, ships, aircraft, or war materials of the United 
States, or with, respect to the plans or conduct, or supposed plans 
or conduct of any naval or military operations, or with respect to any 
words or measures undertaken for or connected with, or any other 
information relating to the public defense, which might be useful to 
the enemy, shall be punished by death or by imprisonment for any 
term of years or for life.  
  

(c) If two or more persons conspire to violate this section, and 
one or more of such persons do any act to effect the object of the 
conspiracy, each of the parties to such conspiracy shall be subject 
to the punishment provided for the offense which is the object of 
such conspiracy. 
  
Section 1001. Statements or entries generally. 
  

Whoever, in any matter within the jurisdiction of any department 
or agency, of the United States knowingly and willfully falsifies, 
conceals or covers up by any trick, scheme or device, a material fact 
or makes any false, fictitious or fraudulent statements or 
representations, or makes or uses any false writing or document 
knowing the same to contain any false, fictitious or fraudulent 
statement or entry, shall be fined not more than $10,000 or 
imprisoned not more than five years, or both.
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SECURITY TERMINATION STATEMENT
 (See excerpt of Title 18 on reverse)
(Check one)
In view of my:
cancellation of security clearance and assignment to a nonsensitive position;
cancellation of security clearance but assignment to an otherwise sensitive position
cancellation of Emergency Preparedness security clearance;
absence from GSA for 60 calendar days or more;
termination of employment with GSA, I hereby state that:
1. I do not now have in my possession, custody, or control any document or other things containing or incorporating national security information classified Top Secret, Secret, or Confidential.
2. I am not retraining  or taking away with me from my place of employment or assignment any document or other things containing or incorporating national security information classified Top Secret, Secret, or Confidential.
3. I shall not hereafter in any manner reveal or divulge to an unauthorized person, office, or organization national  security information classified Top Secret, Secret, or Confidential, of which I have gained knowledge during my employment or assignment, except as may be authorized by officials of the Government empowered to grant such authority. (If any of the above statements cannot truthfully be made, the work "not" shall be struck out of the appropriate sentence and full statement attached indicating in detail the circumstances which prevent the making of the statement in its original form, including the names of the persons authorizing the particular handling of classified matter.)
4. I shall report without  delay to the GSA Security Officer, or the Federal Bureau of Investigation, any attempt made by an authorized person to solicit national security information.
5. I have read and am familiar with the penal provisions of the Espionage Laws, Title 18, USC, Section 793 and794. I understand that one who unlawfully divulges national security information is subject to severe criminal penalties and that the making of a false statement herein may be punished as a felony under Title 18, USC, Section 1001. With this understanding, I state that the information I have given is to the best of my knowledge and belief, correct and complete, and it will be used by the Government in carrying out its duty to protect national security information.
have not been orally debriefed in regard to my continuing responsibility not to disclose national security 
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(requires new GSA Form 1380, Personnel Security Action Request and Certification, fromthe employing office);
cancellation of security clearance but assignment to an otherwise sensitive position
information.
6. I 
have
Section 793. Gathering, transmitting or losing Defense Information.
 
(a) Whoever, for the purpose of obtaining information respecting the national defense, with intent or reason to believe that the information is to be sed to the injury of the United States, or to the advantage of any foreign nation, goes upon, enters, files over, or otherwise obtains information concerning any vessel, aircraft, work of defense, navy yard, naval station, submarine bas , fueling station, fort, battery, torpedo station, dockyard, canal, railroad arsenal, camp, factory, mine, telegraph, telephone, wireless, or signal station, building, office, research laboratory, or station or other place connected with the national defense owned or constructed, or in progress of construction by the United States or under the control of the United States, or of any of its officers, departments, or agencies, or any place in which any vessel, aircraft, arms, munitions, or other materials or instruments for use in time of war are being made, prepared, repaired, stored, or are the subject of research or development, under any contract or agreement with the United States, or any department or agency thereof, or with any person on behalf of the United States, or otherwise on the behalf of the United States, or any prohibited place so designated by the President by proclamation in the time of war or in case of national emergency in which anything for the use of the Army, Navy, or Air Force is being prepared or constructed or stored, information as to which prohibited place the President has determined would be prejudicial to the national defense; or
 
(b) Whoever, for the purpose aforesaid, and with like intent or reason to believe, copies, takes, makes, or obtains, or attempts to copy, take make or obtain, any sketch, photograph, photographic negative, blueprint, plan, map, model, instrument,appliance, document, writing, or note of anything connected with the national defense; or
 
(c) Whoever, for the purpose aforesaid, receives or obtains or agrees or attempts to receive or obtain from any person or from any source whatever, any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plant, map, model, instrument, appliance, or note, of anything connected with the national defense, knowing or having reason to believe at the time he receives or obtains, or agrees or attempts to receive or obtain it, that it has been or will be obtained, taken, made, or disposed of by any person contrary to the provisions of this chapter; or
 
(d) Whoever, lawfully having possession of, access to, control over, or being entrusted with any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plan, map, model, instrument appliance, or note relating to the national defense, or information relating to the national defense which information the possessor has reason to believe could be used to the injury of the United States or to the advantage of any foreign nation, willfully communicates, delivers, transmits or causes to be communicated, delivered, or transmitted, or attempts to communicate, deliver, transmit or cause to be delivered, or transmitted the same to any person not entitled to receive it, or willfully retains the same and fails to deliver it on demand to the officer or employee of the United States entitled to receive it; or
 
(e) Whoever having unauthorized possession of, access to, or control over any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plan, map, model, instrument, appliance, or none relating to the national defense, or information relating to the national defense which information the possessor has reason to believe could be used to the injury of the United States or to the advantage of any foreign nation, willfully communicates, delivers, transmits or causes to be communicated, delivered, or transmitted, or 
attempts to communicate, deliver, transmit or cause to be communicated, delivered or transmitted the same to any person not entitle to receive it, or willfully retains the same and fails to deliver it to the officer or employee of the United States entitled to receive it; or
 
(f) Whoever, being entrusted with or having lawful possession or control of any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plan, map, model, instrument, appliance, note, or information, relating to the national defense, (1) through gross negligence permits the same has been illegally removed from its proper place of custody or delivered to anyone in violation of his trust; or lost, or stolen, abstracted, or destroyed, and fails to make prompt report of such loss, theft, abstraction, or destruction to his superior officer; -
 
shall be fined not more than $10,000 or imprisoned not more than ten years, or both.
 
(g) If two or more persons conspire to violate any of the foregoing provisions of this section, and one or more of such persons do any act to effect the object of the conspiracy, each of the parties to such conspiracy shall be subject to the punishment provided for the offense which is the object of such conspiracy.
 
Section 794. Gathering or delivering Defense Information to 
              Aid Government.
 
(a) Whoever, with intent or reason to believe that it is to be used to the injury of the United States or to the advantage of a foreign nation, communications, delivers, or transmits, or attempts to communicate, deliver, or transmit, to any foreign government, or to any faction or party or military or naval force within a foreign country, weather recognized or unrecognized by the United states, or to any representative, officer, agent employee, subject, or citizen thereof, ether directly or indirectly any document, writing, code book, signal book, sketch, photograph, photographic negative, blueprint, plan, map, model, note instrument, appliance, or information relating to the national defense, shall be punished by death or by imprisonment for any term of years or for life.
 
(b) Whoever, in time of war, with intent that the same shall be communicated to the enemy, collects, records, publishes, or communicates, or attempts to elicit any information with respect to the movement, numbers, description, condition, or disposition of any of the armed forces, ships, aircraft, or war materials of the United States, or with, respect to the plans or conduct, or supposed plans or conduct of any naval or military operations, or with respect to any words or measures undertaken for or connected with, or any other information relating to the public defense, which might be useful to the enemy, shall be punished by death or by imprisonment for any term of years or for life. 
 
(c) If two or more persons conspire to violate this section, and one or more of such persons do any act to effect the object of the conspiracy, each of the parties to such conspiracy shall be subject to the punishment provided for the offense which is the object of such conspiracy.
 
Section 1001. Statements or entries generally.
 
Whoever, in any matter within the jurisdiction of any department or agency, of the United States knowingly and willfully falsifies, conceals or covers up by any trick, scheme or device, a material fact or makes any false, fictitious or fraudulent statements or representations, or makes or uses any false writing or document knowing the same to contain any false, fictitious or fraudulent statement or entry, shall be fined not more than $10,000 or imprisoned not more than five years, or both.
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